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(Firelife Ministries ) ("us", "we", or "our") operates the
(FirelifeMinistries.org ) website (the "Service").
This page informs you of our policies regarding the collection, use,
and disclosure of personal data when you use our Service and the
choices you have associated with that data.
We use your data to provide and improve the Service. By using the
Service, you agree to the collection and use of information in
accordance with this policy. Unless otherwise defined in this Privacy
Policy, terms used in this Privacy Policy have the same meanings as
in our Terms and Conditions, accessible from (FirelifeMinistries.org ).

Information Collection And Use

We collect several different types of information for various purposes
to provide and improve our Service to you.

Types of Data Collected

Personal Data



While using our Service, we may ask you to provide us with certain
personally identifiable information that can be used to contact or
identify you ("Personal Data"). Personally identifiable information may
include, but is not limited to:
Email address
First name and last name
Phone number
Address, State, Province, ZIP/Postal code, City

Cookies and Usage Data

Usage Data

We may also collect information on how the Service is accessed and
used ("Usage Data"). This Usage Data may include information such
as your computer's Internet Protocol address (e.g. IP address),
browser type, browser version, the pages of our Service that you visit,
the time and date of your visit, the time spent on those pages, unique
device identifiers and other diagnostic data.

Tracking & Cookies Data

We use cookies and similar tracking technologies to track the activity
on our Service and hold certain information.
Cookies are files with small amount of data which may include an
anonymous unique identifier. Cookies are sent to your browser from a
website and stored on your device. Tracking technologies also used
are beacons, tags, and scripts to collect and track information and to
improve and analyze our Service.



You can instruct your browser to refuse all cookies or to indicate when
a cookie is being sent. However, if you do not accept cookies, you
may not be able to use some portions of our Service.

Examples of Cookies we use:
Session Cookies. We use Session Cookies to operate our Service.
Preference Cookies. We use Preference Cookies to remember your
preferences and various settings.
Security Cookies. We use Security Cookies for security purposes.

Advertising and Retargeting

FACEBOOK (VISITOR ACTION PIXEL)

We use the “visitor action pixels” from Facebook Inc (1 Hacker Way,
Menlo Park, CA 94025, USA, or, if you are based in the EU, Facebook
Ireland Ltd., 4 Grand Canal Square, Grand Canal Harbour, Dublin 2,
Ireland (“Facebook”) on our website.

This allows user behavior to be tracked after they have been
redirected to the provider’s website by clicking on a Facebook ad. This
enables us to measure the effectiveness of Facebook ads for
statistical and market research purposes. The data collected in this
way is anonymous to us, i.e. we do not see the personal data of
individual users. However, this data is stored and processed by
Facebook, which is why we are informing you, based on our
knowledge of the situation. Facebook may link this information to your
Facebook account and also use it for its own promotional purposes, in
accordance with Facebook’s Data Usage Policy
https://www.facebook.com/about/privacy/. You can allow Facebook
and its partners to place ads on and off Facebook. A cookie may also
be stored on your computer for these purposes.

https://www.facebook.com/about/privacy/


The legal basis for the use of this service is Art. 6 paragraph 1
sentence 1 letter f GDPR. You can object to the collection of your data
by Facebook pixel, or to the use of your data for the purpose of
displaying Facebook ads by contacting the following address:
https://www.facebook.com/settings?tab=ads.

Facebook is certified under the Privacy Shield Agreement and thus
guarantees compliance with European data protection legislation
(https://www.privacyshield.gov/participant?id=a2zt0000000GnywAAC
&status=Active).

LinkedIn Conversion Tracking and Insight Tag

The LinkedIn Insight Tag is a piece of lightweight JavaScript code that
we have added to our websites to enable in-depth campaign reporting
and to help us unlock valuable insights about our website visitors. We
use the LinkedIn Insight Tag to track conversions, retarget website
visitors, and unlock additional insights about members interacting with
our LinkedIn adverts.

The LinkedIn Insight Tag enables the collection of metadata such as
IP address information, timestamp, and events such as page views.
All data is encrypted. The LinkedIn browser cookie is stored in a
visitor's browser until they delete the cookie or the cookie expires
(there’s a rolling six-month expiration from the last time the visitor’s
browser loaded the Insight Tag).

You can opt out of cookies from LinkedIn on your LinkedIn settings
page (https://www.linkedin.com/psettings/) and recommend you read
their Cookie Policy (https://www.linkedin.com/legal/cookie-policy) for
more information.

Google Ads

We use Google’s 3rd-party audience data such as age, gender, and
interests to better understanding the behavior of our customers and

https://www.privacyshield.gov/participant?id=a2zt0000000GnywAAC&status=Active
https://www.privacyshield.gov/participant?id=a2zt0000000GnywAAC&status=Active
https://www.linkedin.com/psettings/
https://www.linkedin.com/legal/cookie-policy


work with companies that collect information about your online
activities to provide advertising targeted to suit your interests and
preferences. For example, you may see certain ads on this website or
other websites because we contract with Google and other similar
companies to target our ads based on information we or they have
collected, including information that was collected through automated
means (such as cookies and web beacons). These companies also
use automated technologies to collect information when you click on
our ads, which helps track and manage the effectiveness of our
marketing efforts.

You may opt out of the automated collection of information by
third-party ad networks for the purpose of delivering advertisements
tailored to your interests, by visiting the consumer opt-out page for the
Self-Regulatory Principles for Online Behavioral Advertising at
http://www.aboutads.info/choices/ and edit or opt-out your Google
Display Network ads’ preferences at
http://www.google.com/ads/preferences/.

Use of Data

(Firelife Ministries ) uses the collected data for various purposes:
To provide and maintain the Service
To notify you about changes to our Service
To allow you to participate in interactive features of our Service when
you choose to do so
To provide customer care and support
To provide analysis or valuable information so that we can improve the
Service
To retarget audiences and advertise the Service
To monitor the usage of the Service
To detect, prevent and address technical issues

http://www.aboutads.info/choices/
http://www.google.com/ads/preferences/


Transfer Of Data

Your information, including Personal Data, may be transferred to —
and maintained on — computers located outside of your state,
province, country or other governmental jurisdiction where the data
protection laws may differ than those from your jurisdiction.
If you are located outside the United States and choose to provide
information to us, please note that we transfer the data, including
Personal Data, to the United States and process it there.
Your consent to this Privacy Policy followed by your submission of
such information represents your agreement to that transfer.

(Firelife Ministries ) will take all steps reasonably necessary to ensure
that your data is treated securely and in accordance with this Privacy
Policy and no transfer of your Personal Data will take place to an
organization or a country unless there are adequate controls in place
including the security of your data and other personal information.
Disclosure Of Data
Legal Requirements

(Firelife Ministries ) may disclose your Personal Data in the good faith
belief that such action is necessary to:
To comply with a legal obligation
To protect and defend the rights or property of (Firelife Ministries )
To prevent or investigate possible wrongdoing in connection with the
Service
To protect the personal safety of users of the Service or the public
To protect against legal liability

Security Of Data



The security of your data is important to us, but remember that no
method of transmission over the Internet, or method of electronic
storage is 100% secure. While we strive to use commercially
acceptable means to protect your Personal Data, we cannot
guarantee its absolute security.

Service Providers

We may employ third party companies and individuals to facilitate our
Service ("Service Providers"), to provide the Service on our behalf, to
perform Service-related services or to assist us in analyzing how our
Service is used.
These third parties have access to your Personal Data only to perform
these tasks on our behalf and are obligated not to disclose or use it for
any other purpose.

Analytics

We may use third-party Service Providers to monitor and analyze the
use of our Service.

Google Analytics

Google Analytics is a web analytics service offered by Google that
tracks and reports website traffic. Google uses the data collected to
track and monitor the use of our Service. This data is shared with
other Google services. Google may use the collected data to
contextualize and personalize the ads of its own advertising network.



You can opt-out of having made your activity on the Service available
to Google Analytics by installing the Google Analytics opt-out browser
add-on. The add-on prevents the Google Analytics JavaScript (ga.js,
analytics.js, and dc.js) from sharing information with Google Analytics
about visits activity.

For more information on the privacy practices of Google, please visit
the Google Privacy & Terms web page:
https://policies.google.com/privacy?hl=en

LiveRamp

(a) We may collect and share user data with third parties; (b) Third
parties may collect user data directly from you for their own use and
subject to their own privacy policies; (c) User data may be combined
and linked with data from other sources; and, (d) to opt out of
LiveRamp, LiveRamp’s collection of your data, click one of these links;
http://www.aboutads.info/choices or
http://www.aboutads.info/appchoices.

Links To Other Sites

Our Service may contain links to other sites that are not operated by
us. If you click on a third party link, you will be directed to that third
party's site. We strongly advise you to review the Privacy Policy of
every site you visit.
We have no control over and assume no responsibility for the content,
privacy policies or practices of any third party sites or services.

Children's Privacy

https://policies.google.com/privacy?hl=en
http://www.aboutads.info/choices
http://www.aboutads.info/appchoices


Our Service does not address anyone under the age of 18
("Children").
We do not knowingly collect personally identifiable information from
anyone under the age of 18. If you are a parent or guardian and you
are aware that your Children has provided us with Personal Data,
please contact us. If we become aware that we have collected
Personal Data from children without verification of parental consent,
we take steps to remove that information from our servers.

Changes To This Privacy Policy

We may update our Privacy Policy from time to time. We will notify you
of any changes by posting the new Privacy Policy on this page.
We will let you know via email and/or a prominent notice on our
Service, prior to the change becoming effective and update the
"effective date" at the top of this Privacy Policy.
You are advised to review this Privacy Policy periodically for any
changes. Changes to this Privacy Policy are effective when they are
posted on this page.

Contact Us

If you have any questions about this Privacy Policy, please contact us:
By phone number: +1 307-392-4229


